


Who we are

CYBALGORIS is a European SaaS cybersecurity company.

We believe security should …
- have the same priority as 

functionality

- be implemented from the 
start, not patched on later.

We develop the first Secure by 
Design Assistant.

It helps teams embed security 
across the entire lifecycle of 
software production or integration, 
and of AI systems.



The problem we solve

Cyberattacks are growing in 
numbers and sophistication.

Conformity obligations increase 
(CRA, NIS2, DORA, AI Act, CISA 
Secure by demand…).

Nevertheless, developers are under 
pressure to deliver quickly, focusing 
on functionality not on security.

Therefore, security is treated as a 
patch, an afterthought. 

Systems are built first, 
secured later.

It is costly and poorly 
efficient.

Preventive security 
is missing. 



Our solution

A fundamental shift in security:
from reactive to preventive

Security is integrated 
into development from 
the requirement to 
production.

Security is an industrial 
process, not a checklist. 
An AI solution that combines 
agentic AI with NLP.

Security is factual, 
visible and traceable.



Who we support

 Developers to embed security directly 
into how they think, code, and deliver.

 Integrators to integrate software in 
Information System without disrupting 
the security.

 AI builders to get traceable, explainable, 
and defensible security across every 
stage of their pipeline.



How CYBERNOE® works

We analyse the risks of the 
project.

We provide security rules 
for every task or feature.

We provide a detailed 
traceability of  security.

In addition, our solution 
provides detailed statistics 
and dashboards tailored to 
each department, from HR 
and management to executive 
leadership.

We train the developer 
along their needs.

We manage the flow of 
security in the project.



When it starts

Before to write any line of code, risk must be understood, 
and choices for security must be done.

The developer receives 
development tasks.

We provide security Rules for 
each specific task, to be 

applied right from the start.



To get the skills which you really need

Training along the needs.
Including explanation, best 
practices and code 
examples.



Managing the security…

We manage the security according 
to the process decided within the 
company (decision review, code 
review by the lead…). 

This can be integrated in the usual 
project management flow of each 
company.



The company gets the 
traceability of the security 
implemented in the application.

Until getting a clear view of it



We have a wide approach of 
security based on audits, 
specific trainings about 
development organization and 
process, security debt of a 
software, global security of the 
company…

Securing company approach

Security debt of a software



We offer training to help developers 
understand the threats that target 
software and how those threats 
relate to the way they build and 
deploy code. 

We also provide evaluation systems 
that assess their current practices 
and guide them in strengthening 
their skills in Secure by Design, 
Privacy by Design and personal 
cybersecurity hygiene.

Helping developers in the change

Evaluation system



Value for the community

For companies, we reduce the cost to secure 
software, increase security and resiliency. We 
improve the commercial relationship due to 
trust and conformity.

For developers, we provide skills and proofs of 
it, increasing their long-term employability. 

For investors, we open a new market : secure-
by-design as a service, a future standard in a 
world facing rising cyber threats and 
regulatory pressure.



CYBERNOE® targets strategic budgets in application 
security, secure development, and digital transformation. 
We reach decision-makers committed to reducing security 
debt and embedding security earlier, before incidents 
happen.

We access funding lines dedicated to:
• Secure software development
• Regulatory compliance (CRA, NIS2, DORA, ISO 27001…)
• Innovation and AI system integration
• Developers training

These budgets are owned by:
• CTOs, leading secure digital transformation
• CISOs, focused on measurable security and compliance
• Product Security Leads and Engineering Managers, 

accountable for secure-by-design delivery.

Budget holders and strategic entry points

CYBERNOE® supports both 
technical implementation 
and compliance traceability, 
making it a relevant solution 
across security, engineering, 
and governance domains.



The Cyber Resilience Act (CRA) establishes Secure 
by Design as a legal requirement for software 
products in the European Union.

Starting in 2027, all digital products placed on the 
EU market must prove that security is integrated 
across the development, release, and maintenance 
lifecycle.

This includes:
• Security can no longer be reactive or optional,
• Compliance must be proven with evidence and 

traceability,
• Secure development becomes a condition for CE 

marking*.

*CE marking, the mandatory EU label required to sell digital products in Europe, certifies that a product 
complies with EU regulations, including the cybersecurity requirements introduced by the CRA.

CRA makes Secure by Design a legal obligation 

CYBERNOE® is aligned with 
this shift. 

It helps engineering teams 
implement Secure by 
Design in daily development 
and generate the traceable 
proof required by CRA 
audits.



Barriers to entry

Rule framework

Complex platform 
with decision-making AI

Change management approach 
tailored to developers

Training contentCompliance and 
juridical expertise

In addition to investment and time, overcoming barriers requires a wide range of skills.

Privacy by design 
included apart of security



Go-to-market strategy 

Acquisition Channels
 Community engagement (conferences, workshops)
 Software publishers to reach their integrators
 Software integrators to reach the publishers they integrate
 Partnership with schools and universities
 Distributors or co-marketing with other suppliers of our targets
 Position as a trust enabler for compliance (CRA, NIS2, DORA, ISO 27001, AI Act)
 B to C for developers



Achievements

150 developers are using our tool

According to ECSO, Cybalgoris is one of the 4 most promising cybersecurity startups in Europe.

Our customers :



CYBALGORIS is built to scale

 Technology 
SaaS, cloud-native, API-driven.

 Conformity
we master cybersecurity compliances.

 Natively international
French & English language



The team

A complementary team collaborating 
with great efficiency

Deep expertise and experience in 
cybersecurity, software and AI.

High entrepreneurial experience

Strong ability to innovate 



The team

Teodor Suteu
MS2 Digital
CTO

Laurent Bernier
Engineer & MBA HEC 
Marketing and commercial

Roland Carbonnel
IT companies management
CEO, Marketing and commercial

Alexandra Sfrijan
Executive ACE MIT
Product development

Co-founders

AI 

PhD in Human-Computer Interaction
Assistant Professor in IT – National 
University of Science and Technology 
Politehnica Bucharest

Software Security
CSSLP
CyberArk Certified PIM Suite Professional

Cryptographic Hardware & Key 
Management
Thales nCipher Certified System Engineer
Safenet Luna SA Certified Engineer
Safenet ProtectServer Certified Engineer
Safenet-Aladdin eToken Certified Engineer

Identity & Access Management
Oracle Identity Solutions Workshop
Safenet – Technical Training (Luna HSM, 
DataSecure, PSE, SEE)

Governance, Architecture & Audit
CISSP
CISSP-ISSAP
CISA
ITIL v3 Foundation

Infrastructure & Network Security
CCNA
Cisco ISCW
Cisco BCMSN
CompTIA Security+
CompTIA Network+
RSA Certified System Engineer

6 senior 
developpers

The developers Cybersecurity certifications



Our vision

Secure by Design defines how resilient 
software must be built. And resilient software 
is essential to national security.

We aim to bring this methodology into the 
hands of developers, to improve how 
software is designed, written, and maintained. 

When security is part of the development 
mindset, it becomes a natural part of how 
systems grow and scale.

Secure by Design needs to become a common 
practice across the industry, embedded from 
the start of every project, in every team.

We will make this shift real, through technology, 
through engineering practices, and through a 
shared commitment to change.

We are ready to lead, to listen, and to grow, so 
that preventive security becomes a standard of 
excellence in software development.



Contact us …

 +40 740 062 235
 +33 671 212 775

alexandra.sfrijan@cybalgoris.com
laurent.bernier@cybalgoris.com

SIREN: 922 089 628
EU VAT: FR04922089628
Incorporation Date: 09 December 2022
NAF / APE: 5829C – Software publishing
Legal Form: SAS – Société par Actions Simplifiée

12 rue de la Part-Dieu
69003 Lyon, France

Email contacts

 Phone numbers

 Company info Address

www.cybalgoris.com

http://www.cybalgoris.com/
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